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As the DON moves towards the NGEN re-compete the establishment of a new 

Service Model and Service Portfolio (SM/SP) is a critical enabler for our efforts 

to strategically align the Navy IT Enterprise and effectively deliver IT services 

to support the Fleet in 2018 and beyond.    

The new SM/SP will enable:  

• A Service Centric organization  

• Services that enable desired mission outcomes more effectively 

• A flexible operating environment that can evolve with technology 

• A dynamic and efficient delivery model based on best practices 

BLUF 
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…globally 

across 

multiple 

networks… 

While complying 

with dynamic 

requirements… 

…with hundreds 

of thousands of 

end users… 

…involving 

many 

stakeholders… 

…in a budget-constrained environment on a network that is 

continuously under attack.  
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Enterprise 

…consuming 

an existing set 

of 

capabilities… 

End User 

Cyber Security 

Network 

Embracing the Challenge 
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Transition and Future Advancements 

Enhancements Made to Date 

• Enabled government C2 and increased network situational awareness 

• Performance Management Practices instituted 

• Process Development and Standardization (ITIL Best Practices) 

• Beginnings of a Service Mind Set 

While NGEN has improved Governance and Service Management, we realize more 

advancements can be made 

Further alignment to industry best practices 

 

Inherent flexibility that can change with the 

needs of the operating environment 

 

Enhancing C2 and Security while maintaining a 

competitive environment 

 

Organization and enterprise alignment to the 

mission 

  

Leveraging marketplace solutions for the 

enterprise  

 

Keeping pace with technology 
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Design Principles 
Service 

Definitions 

- 24 -

Key Stakeholders

 Vicki VannBerstein

 Geoff Fellows

 Patty Blevins

 Gisella Young

 Donna Stull

 Pat Smolen

 Vel Davidov

 Jeff Rosenback

 Richard Ledbetter

 Steve Lattman

 Kelly Skinner

 Mike Livingston

 John Pembroke

 Kent Potterton

 Ron Silvia

 Michelle Baladakis

 Misti Hons

 Wynn Albritton

 Tracy Nelson

 Chuck Fagan

 Leslise Reistrup

 Leah Jones

 Noreen Travis

 Melissa Starling

 Lee Searchy

 Steve Railey

 Rick Clark

 Laura Mann

 Karlene Stewart

During the current assessment phase of the project, in addition to speaking with CEO, David Serlo, the Deloitte team 

received input on the current state processes via workshops and interviews with over 20 PSCU staff members.

Key Stakeholders

 Lynn Heckler

 Glynn Becker

 Jeremy Starling

IT

Finance Admin

ContactUSA Member Dev. & Support

Marketing & Product Dev.Finance

Lessons 

Learned 

Establish guidelines for 
future state requirements 

Benefiting from Lessons 
Learned 

Aligning to Industry Best 
practices 

Navy and Marine Corps working together to  

define future Enterprise Service Portfolio  

NGEN PWS 

ONE-Net PWS 

MCEN PWS 
The Service Portfolio (SP) represents a catalogue of 

services managed by a service provider. It contains 

contractual commitments (PWS), new service 

development, and ongoing service improvement plans. 

Service Portfolio (Conceptual) 

5 DISTRIBUTION STATEMENT A.  Approved for public release. 



Naval Enterprise Networks (NEN) | PMW 205  

Operating Model 

Delivery 
Model 

How IT is 
delivered to            
which clients  

Customers 

Service Portfolio 

GOV 

will 

Contractor 

shall 

What IT needs to be delivered 

List of IT Services managed 
by a Service Provider 

PWS 
Technical requirements CTR 

shall deliver to GOV 

Shows Navy operating units, the relationships between these units and the 
decision and process flows between these units. In essence, it defines the way 

in which the business will operate on a day-to-day basis. 

Policy 
Navy Policy, Navy Process 
Reference Model, DoDI, 

Governance 

SERVICE 
MODEL 
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Delivering IT Across the Enterprise 
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 Congressional, OMB and Federal CIO Cloud 

Computing Strategy, including ‘Cloud First’ guidance 

 Standardized cloud security controls (e.g., 

FEDRAMP) 

 DOD CIO Cloud Computing Strategy 

 Direction to reduce IT/data center footprint and costs 

 Additional interest in cloud as data/network security 

enabler (in support of maintaining "cyber hygiene“) 

 DoD cloud provider accreditation process 

Industry begins to 

invest in limited 

number of federal 

cloud offerings  

Vendors build 

architecture to support 

future DoD cloud 

demand and pursue 

DoD accreditation – 

marketplace still limited 

 Oct 2013 DCC R3B set goal:  75% of Navy’s systems will be hosted by 

commercial providers, in support of IT Efficiencies / Cost Targets 

 Reduce Cyber Vulnerabilities 

 Mobility Strategy (enabled by cloud) 

 Single integrated ashore IT infrastructure with unified command & control 

DoD 

Cloud 

Strategy 

Federal 

Cloud 

Strategy 

Navy 

Cloud 

Strategy 
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Driving the Navy’s Cloud Strategy 
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Current State Service Delivery Future State Service Delivery 

Cloud 

Provider 

Cloud 

Provider Single Vendor Provider w/ subcontractors  

Accomplishments:  

• Enabled government C2 and increased network 

situational awareness 

• Performance Management Practices instituted 

• Process Development and Standardization (ITIL 

Best Practices) 

• Beginnings of Service Mind Set 

 

 

Challenges:  

• Determining what services should be considered for 

cloud candidates 

• Determining the role of government in operations and 

oversight 

• Maintaining Command and Control (C2) 

• Measuring full lifecycle cost of services 

Gov’t 

Oversight 

Gov’t Oversight 

Incident Response 

Cloud 

TRADITIONAL  

Application Hosting 
Application Hosting 

Unified Capabilities 

Incident Response 
Configuration Mgmt 

Risk Assessment 

Maintenance 

Traditional 

Cloud 

Desk Side Support 

Cloud Adoption levels are TBD 

for the future State Portfolio. 

Industry Input will be factored 

into criteria used to identify 

candidate Services.  
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Current and Future Service  
Delivery Models 

We need Industry to provide feedback about how to address future  

Service Delivery challenges 
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